
 

COOKIE POLICY 
 
On our website, we use cookies, which are small text files installed and stored on 
your device (e.g., computer, smartphone). 
 
§1 Types of Cookies 

• Internal Cookies - Files placed and read from the User's Device by the Service's 
IT system. 

• External Cookies - Files placed and read from the User's Device by IT systems 
of external Services. Scripts from external Services that may place Cookies on 
the User's Devices have been deliberately placed on the Service through scripts 
and services made available and installed on the Service. 

• Session Cookies - Files placed and read from the User's Device by the Service 
during a single session of the Device. After the session ends, the files are 
deleted from the User's Device. 

• Persistent Cookies - Files placed and read from the User's Device by the 
Service until they are manually deleted. Files are not deleted automatically after 
the Device's session ends unless the User's Device configuration is set to delete 
Cookies after the Device's session. 

§2 Data Storage Security 

• Mechanisms for storing and reading Cookies - The mechanisms for storing, 
reading, and exchanging data between Cookies saved on the User's Device and 
the Service are implemented through built-in mechanisms of web browsers and 
do not allow the collection of other data from the User's Device or data from 
other websites visited by the User, including personal data or confidential 
information. Transferring viruses, trojans, and other worms to the User's Device 
is practically impossible. 

• Internal Cookies - The Cookies used by the Administrator are safe for the 
User's Devices and do not contain scripts, content, or information that could 
threaten the security of personal data or the security of the Device used by the 
User. 

• External Cookies - The Administrator makes every effort to verify and select 
service partners concerning User safety. The Administrator selects known, 
large partners with global social trust for cooperation. However, the 
Administrator does not have full control over the content of Cookies from 
external partners. The Administrator is not responsible for the security of these 
Cookies, their content, or their lawful use by scripts installed in the Service from 
external Services, as far as the law allows. The list of partners is included later 
in the Privacy Policy. 

• Cookie Control 
o The User can independently change the settings for saving, deleting, and 

accessing data stored in Cookies by any website at any time. 
o Information on how to disable Cookies in the most popular computer 

browsers is available on the website: how to disable cookies or from one 
of the listed providers: 



 

▪ Managing cookies in Chrome browser 
▪ Managing cookies in Opera browser 
▪ Managing cookies in Firefox browser 
▪ Managing cookies in Edge browser 
▪ Managing cookies in Safari browser 
▪ Managing cookies in Internet Explorer 11 

o The User can delete all previously saved Cookies using the tools of the 
User's Device, through which the User accesses the Service's services. 

• User Risks - The Administrator uses all possible technical measures to ensure 
the security of data placed in Cookies. However, it should be noted that 
ensuring the security of this data depends on both parties, including the User's 
activities. The Administrator is not responsible for the interception of this data, 
impersonation of the User's session, or its deletion due to the conscious or 
unconscious activity of the User, viruses, trojans, and other spyware that may 
have or had infected the User's Device. Users should follow safe internet usage 
recommendations to protect themselves from these risks. 

• Storage of Personal Data - The Administrator ensures that all efforts are made 
to keep the personal data voluntarily provided by Users safe, with access to 
them limited and carried out according to their intended purposes and 
processing objectives. The Administrator also ensures that all efforts are made 
to protect the data from loss by using appropriate physical and organizational 
safeguards. 

• Password Storage - The Administrator states that passwords are stored in 
encrypted form, using the latest standards and guidelines in this area. 
Decrypting passwords provided in the Service is practically impossible. 

§3 Purposes for Which Cookies Are Used 

1. Improving and facilitating access to the Service 
2. Personalizing the Service for Users 
3. Enabling login to the Service 
4. Marketing and Remarketing in external services 
5. Serving ads 
6. Conducting statistics (users, number of visits, types of devices, connections, 

etc.) 
7. Providing social services 

§4 Cookies from External Services 

The Administrator uses JavaScript scripts and web components from partners in the 
Service, who may place their own cookies on the User's Device. Remember that you 
can decide in your browser settings which cookies are allowed to be used by 
individual websites. Below is a list of partners or their services implemented in the 
Service, which may place cookies: 

• Google Adsense 
• Google Analytics 
• Google Tag Manager 
• WordPress Stats (Automattic Inc.) 
• Google Maps 



 

Services provided by third parties are beyond the Administrator's control. These 
entities can change their terms of service, privacy policies, data processing purposes, 
and cookie usage at any time. 
 


